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	Reason for change:
	Currently, the user-plane procedure mostly reuses the mechanism as defined in TS 33.246. BM-SC has responsibility for the membership management and key management. MSK/MTK update is handled by BM-SC.
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MB-SMF and MBSF are also responsible for the key manegement. For example, if the authorization information is changed due to subscription change, UDM could not notify MBSTF directly. MB-SMF and MBSF may subscribe the subscription change event to UDM and acquire the notification. Afterwards, MB-SMF and MBSF may trigger the MSK/MTK update procedure. 
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[bookmark: _Hlk70411886]
************ START OF 1st CHANGE*******
[bookmark: _Toc91015818]W.4.1.3	User-plane procedure
The UE registers to the MBS service and receives the MBS traffic as specified in TS 33.246 [102] with the following changes. 
-	MBSTF takes the role of the BM-SC in TS 33.246 [102]. 
-	The MB-SMF and MBSF are responsible for the key manegement and update procedure. They may trigger the MSK/MTK update procedure (e.g., due to a change of authorization information). 
-	The UE authenticates to the MBSTF based on the GBA as in MBMS security (see TS 33.246 [102]) or based on the AKMA (see TS 33.535 [104]). When the AKMA is used, the MRK is derived from the KAF as specified in Annex F of TS 33.246 [102] by replacing the Ks_NAF for the GBA_ME run with KAF. Furthermore, when the AKMA is used, the MUK is set to KAF. 
Editor’s Note: When the AKMA is used, how the MBSTF obtains the authorization information is FFS.
************ END OF 1st CHANGE********
